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**Politique de confidentialité**

## 1- Objet et champ d’application de la politique de confidentialité

La présente politique de confidentialité (ci-après la « Politique de Confidentialité́ ») est proposée par l’Association Diocésaine de Paris (ci-après le « Diocèse de Paris » ou « l’ADP »), Association loi du 1er juillet 1901, déclarée auprès du Répertoire National des Associations (RNA) sous le Numéro National Unique d’Identification suivant : W751250347, immatriculée au Registre du Commerce et des Sociétés de Paris sous le numéro 784313116 ; et dont le siège social est situé : 10 rue du Cloître Notre-Dame à Paris (75004).

L’ADP couvre un ensemble de « services » de l’Église Catholique à Paris tant pastoraux qu’administratifs, en particulier des services de conduite du diocèse, des paroisses de Paris, chapelles, sanctuaires et des églises, des services centraux diocésains pastoraux, économiques, sociaux et administratifs (ci-après « le ou les Service(s) »).

La Politique de Confidentialité ne couvre pas les fondations, associations ou autres structures juridiques qui, en lien avec l’ADP, constituent des personnes morales distinctes.

L’ADP est le responsable de traitement des données personnelles des utilisateurs (ci-après « le ou les utilisateurs ») au sens des Lois relatives à la Protection des Données, des sites internet suivants : <https://gaspard.diocese-paris.net> et <https://inscriptionevenement.dioceseparis.fr> (ci-après la «Plateforme »). Même si à la demande de l’utilisateur, toute ou partie de ses données à caractère personnel sont communiquées à une Paroisse, l’ADP en demeure responsable de traitement, les Paroisses n’étant du reste pas dotées de la personnalité morale, puisqu’elles sont des subdivisions du Diocèse.

La présente Politique de Confidentialité explique de quelle façon l’ADP collecte, traite et protège les données à caractère personnel des utilisateurs lorsqu’ils interagissent avec la Plateforme (par exemple en remplissant l’un des formulaires disponibles), comme l’exigent le Règlement (UE) 2016/679 du 27 avril 2016 relatif à la protection des données à caractère personnel (dit « RGPD ») entré en application le 25 mai 2018, et la Loi n° 78-17 du 6 janvier 1978 relative à l’informatique, aux fichiers et aux libertés, modifiée (dite « Loi Informatique et Libertés »). La Politique de Confidentialité informe également les utilisateurs sur les modalités du dépôt de cookies sur la Plateforme.

Le RGPD et la Loi Informatique et Libertés seront ci-après dénommés collectivement les « Lois relatives à la Protection des Données ».

## 2 – Catégories de données personnelles concernant les utilisateurs traitées par le Diocèse de Paris

### 2.1 – Informations fournies directement

L’ADP traite les informations collectées sur la Plateforme, par exemple lorsque l’utilisateur fait un don, s’inscrit à un événement, inscrit son enfant au catéchisme, ou pour une demande de sacrement….

L’ADP est notamment amené à collecter :

* Si l’utilisateur souhaite transmettre ses coordonnées au Diocèse de Paris

Des informations personnelles telles que, entre autres : civilité, nom, prénom, date de naissance, adresse électronique, adresse postale, autres coordonnées de contact incluant le numéro de téléphone fixe et portable, l’état matrimonial ;

* Si l’utilisateur souhaite inscrire son ou ses enfants mineurs au catéchisme

Des informations personnelles telles que, entre autres : civilité, nom, prénom, adresse électronique, numéro de téléphone fixe et mobile, date et lieu de naissance, qualité de responsable parental, adresse postale complète, pays, situation maritale,

Des informations personnelles de son / ses enfant(s) telles que, entre autres : sexe, nom, prénom, adresse électronique, numéro de téléphone, date et lieu de naissance, date et lieu de baptême, date et lieu de communion, date et lieu de confirmation, adresse du foyer, niveau de catéchisme de l’année précédente, niveau de catéchisme demandé, niveau scolaire pour l’année d’inscription et établissement scolaire, photographie de l’enfant / des enfants.

L’utilisateur devra remplir et renvoyer à la paroisse une autorisation parentale pour pouvoir inscrire son / ses enfants mineur(s) au catéchisme.

- Si l’utilisateur souhaite s’inscrire à un évènement organisé par l’ADP via la plateforme suivante : inscriptionevenement.dioceseparis.fr

Des informations personnelles telles que, entre autres : l’adresse électronique, le nom, le prénom, la date de naissance, le numéro de téléphone, l’adresse postale et le code postal de l’utilisateur.

Si l’utilisateur ne possède pas de compte personnel sur la plateforme : inscriptionevenement.dioceseparis.fr, il peut en créer un.

L’ADP collecte alors à cette fin la civilité, le nom, prénom, la date de naissance et l’adresse électronique de l’utilisateur.

* Si l’utilisateur souhaite offrir une messe

Des informations personnelles telles que, entre autres : civilité, nom, prénom, adresse email, numéros de téléphone fixe et mobile, adresse, code postal, ville, pays, état civil de la personne concernée par l’intention, nombre de messes.

* Si l’utilisateur effectue une donation auprès de l’Eglise Catholique à Paris

Des informations personnelles telles que, entre autres : montant du don, paroisse de l’utilisateur, adresse email, qualité (professionnel ou particulier), civilité, nom, prénom, adresse, code postal, ville, numéro de téléphone, année de naissance, RIB : IBAN, BIC (en cas de prélèvement automatique échelonné du montant du don de manière périodique) ;

* Les autres informations que l’utilisateur fournit à l’appui de toute autre demande, incluant (entre autres) sa Paroisse de rattachement, sa date de baptême, de communion, de confirmation, etc.
* Toutes autres informations que l’utilisateur fournit via l’un quelconque des formulaires disponibles sur la Plateforme.

***Très important*** *: Lorsque le Diocèse de Paris collecte des données à caractère personnel par le biais de formulaires, il y indique les champs obligatoires à l’aide d’astérisques. Si les champs marqués d’un astérisque ne sont pas renseignés, l’ADP pourrait ne pas être en mesure de traiter la demande de l’utilisateur efficacement. L’ADP prie l’utilisateur de s’assurer que les données à caractère personnel qu’il transmet sont exactes et précises*.

### 2.2 – Informations obtenues indirectement

D’autres informations concernant l’utilisateur sont collectées indirectement lorsqu’il consulte la Plateforme. Ces informations sont nécessaires, sur le plan technique, au bon fonctionnement de la Plateforme ou pour améliorer l’expérience de navigation. Il s’agit notamment :

* Des informations techniques, comme l’adresse IP, liées à la navigation de l’utilisateur sur la Plateforme, à des fins d’identification de son lieu/sa ville par géolocalisation ;
* Des données relatives à l’utilisation de la Plateforme (par exemple : suivi de la navigation sur la Plateforme) ;
* Des données à caractère personnel collectées par le biais de plateformes médias et de réseaux sociaux (par exemple, lorsque l’utilisateur suit les pages du Diocèse de Paris sur ces réseaux sociaux, les informations à caractère personnel qu’il a désignées comme étant publiques et qui peuvent être vues par tous à partir du profil de l’utilisateur sur lesdits réseaux sociaux).

Pour plus d’informations quant à l’utilisation des cookies et autres traceurs sur la Plateforme, l’ADP invite l’utilisateur à consulter la [Politique de gestion des cookies](https://gaspard.diocese-paris.net/altaircrm/rgpd/ADP/GASPARD_-_Politique_de_confidentialit%C3%A9.pdf), §9.

L’ADP ne collecte pas de catégories particulières de données telles que les données de santé, à moins que l’utilisateur les fournisse dans les champs libres des formulaires disponibles sur la Plateforme.

Si des informations relatives à des mineurs sont collectées, le représentant légal du mineur concerné pourrait exercer les droits dudit mineur en son nom et pour le compte de ce dernier à tout moment.

## 3 – Finalités des traitements de données personnelles des utilisateurs effectués par le diocèse de Paris

L’ADP est susceptible d’utiliser les données à caractère personnel de l’utilisateur pour :

* La navigation sur la Plateforme, l’établissement des statistiques de fréquentation de la Plateforme, l’assurance de son bon fonctionnement ou l’amélioration de l’expérience de navigation de l’utilisateur.
* La gestion des abonnements et désabonnements des newsletters du diocèse de Paris ou des paroisses.
* La prise en compte et la gestion administrative (reçus fiscaux) des dons, legs ou donations que l’utilisateur peut faire via l’un quelconque des formulaires disponibles sur la Plateforme. Les données personnelles des utilisateurs peuvent être utilisées pour des appels ultérieurs au denier de l’Église et pour d’autres appels à dons concernant des projets pastoraux et / ou de solidarité des paroisses et du diocèse.
* La gestion et le suivi des inscriptions à un événement, à l’envoi d’information sur l’événement et / ou de proposition de participation à d’autres événements / activités organisé(e)s par l’ADP.
* La gestion et le suivi des inscriptions au catéchisme d’enfants mineurs, pour adresser à ses représentants légaux toute information utile dans ce cadre et proposer de participer à d’autres événements / activités organisé(e)s par l’ADP.
* Le suivi du parcours de catholicité de l’utilisateur, pour lui adresser toute information utile dans ce cadre, pour lui proposer des informations en vue de la préparation d’un autre sacrement et pour lui proposer de participer à des événements / activités organisé(e)s par l’ADP.
* La prise en compte de toutes autres demandes/questions et réponses à ces dernières, que l’utilisateur peut soumettre via l’un quelconque des formulaires disponibles sur la Plateforme.

## 4 – Licéité (base légale) des traitements de données personnelles des utilisateurs effectués par le diocèse de Paris

L’ADP traite les données personnelles de l’utilisateur dans le respect des Lois sur la Protection des Données.

L’ADP collecte et traite les données de l’utilisateur que si une base juridique appropriée et pertinente le permet.

L’ADP ne traite ainsi les données personnelles de l’utilisateur qu’avec son consentement, ou si ce traitement est nécessaire à l’exécution de mesures précontractuelles, sur la base de l’intérêt légitime, ou sur la base d’une obligation légale et réglementaire.

Les traitements portant sur des données issues du dépôt ou de la lecture de cookies ou d’autres traceurs font l’objet de développements spécifiques dans la [Politique de gestion des cookies](https://gaspard.diocese-paris.net/altaircrm/rgpd/ADP/GASPARD_-_Politique_de_confidentialit%C3%A9.pdf) que l’utilisateur peut consulter §9.

## 5. Sécurité des données personnelles des utilisateurs

L’ADP prend toutes les mesures techniques et organisationnelles nécessaires pour assurer la sécurité, l’intégrité et la confidentialité des données personnelles des utilisateurs. Ces mesures sont relatives à la sécurité physique et à la sécurité informatique. L’ADP teste et analyse de manière régulière l’efficacité́ des différentes mesures techniques et organisationnelles qu’elle met en place.

## 6 – Destinataires des données personnelles des utilisateurs

### 6.1 – Au sein des services du Diocèse de Paris

L’ADP a accès aux données personnelles des utilisateurs pour les finalités précisées §3 de la [Politique de Confidentialité](https://gaspard.diocese-paris.net/altaircrm/rgpd/ADP/GASPARD_-_Politique_de_confidentialit%C3%A9.pdf).

Lorsqu’elles sont divulguées au sein des services du Diocèse de Paris, l’ADP prend les mesures nécessaires garantissant qu’elles ne soient accessibles qu’aux personnes, en nombre limité, qui ont besoin d’en avoir connaissance dans le cadre de leurs activités.

Seuls les employés du Diocèse de Paris dûment habilités et qui travaillent au sein des équipes ayant besoin de détenir les informations de l’utilisateur (par exemple et selon les cas : l’équipe en charge de la gestion des dons, legs et donations ; celle chargée de l’administration de la Plateforme) auront accès aux données à caractère personnel de l’utilisateur.

### 6.2 – En dehors des services du Diocèse de Paris

L’ADP peut être amené à communiquer les données des utilisateurs à des prestataires de services agissant comme sous-traitants pour son compte (tels que les prestataires de services de maintenance, de sécurité et d’assistance informatiques, les fournisseurs d’hébergement, les services de publipostage ou de courriels, les prestataires de paiement en ligne ou les prestataires qui gèrent la relation de l’ADP avec l’utilisateur), sur la base d’accords contractuels de sous-traitance sécurisés qui incluront des obligations strictes en matière de protection des données, telles que prévues par les Lois relatives à la Protection des Données.

* Hébergeur de la Plateforme : les données personnelles des utilisateurs sont hébergées par la société Scaleway sur des serveurs situés en France et en Europe.
* Prestataires pour la gestion / le paiement des dons : les données personnelles des utilisateurs sont communiquées aux sociétés PAYZEN du groupe LYRA (Financière Lyra SAS

109 rue de l’Innovation, 31670 Labège - contact@lyra.com ) et Stripe Payments Europe, Ltd. SPEL (10 boulevard Haussmann, 75009 Paris - heretohelp@stripe.com) auxquelles l’ADP fait appel pour la gestion et le paiement des donations des utilisateurs via la Plateforme.

Les Sociétés Payzen et Stripe hébergent les données personnelles des utilisateurs sur des serveurs situés en Europe.

* Prestataires pour la gestion des courriels : les données personnelles des utilisateurs sont communiquées à MAILJET marque de Sinch Email du groupe Sinch Group company (Paris HQ 43 rue de Dunkerque 75010 Paris - privacy@mailgun.com) à laquelle l’ADP fait appel pour la gestion des envois des courriels aux utilisateurs via la Plateforme.

La société Sinch email, en tant que « contrôleur de données » s’engage directement auprès des autorités chargées de la protection des données à respecter toutes les obligations en vertu du RGPD.

* Autres destinataires : si la loi l’exige et / ou en cas de procédure judiciaire et /ou afin d’assurer la sécurité des utilisateurs, l’ADP est susceptible de partager les données personnelles des utilisateurs aux autorités judiciaires ou administratives habilitées à en connaître.

En tout état de cause, l’ADP fournit ses meilleurs efforts pour mettre en place toutes précautions utiles afin de préserver la confidentialité et la sécurité des données personnelles traitées, et empêcher qu’elles ne soient déformées, endommagées, détruites ou que des tiers non autorisés y aient accès. Des mesures de sécurité technique et organisationnelle conformes à l’état de l’art ont à cet égard été mises en place.

Aucun transfert des données personnelles des utilisateurs hors de l’Union Européenne n’a lieu.

L’ADP ne transmet en aucun cas les données personnelles des utilisateurs à des annonceurs tiers à des fins de marketing.

## 7. Liens vers les sites des réseaux sociaux utilisés par l’ADP et autres sites

La Plateforme inclût des liens renvoyant vers les sites des réseaux sociaux que l’ADP utilise et vers des sites autres en lien avec l’Eglise Catholique de Paris et l’ADP. Ces sites ont une politique de confidentialité́ différente et indépendante de la Plateforme. L’ADP décline donc toute responsabilité quant aux risques de contenus illicites figurant sur ou à partir de ces sites. L’utilisateur est invité à consulter les politiques de confidentialité de ces sites.

## 8 – Conservation des données personnelles des utilisateurs par le Diocèse de Paris

Les durées de conservation des données personnelles des utilisateurs sont différentes en fonction des finalités (objectifs) du traitement de leurs données personnelles. Elles sont définies par l’ADP en conformité avec les lois et réglementations en vigueur.

Dans le cadre d’un abonnement à la lettre d’information d’une paroisse : les données personnelles seront conservées pour une durée maximale de trois ans à compter du dernier contact avec l’utilisateur.

Dans le cadre des donations effectuées par les utilisateurs : les données personnelles de l’utilisateur sont conservées pendant une durée de six ans à compter de la date de son dernier don, conformément aux exigences de l’administration fiscale (<http://bofip.impots.gouv.fr/bofip/8877-PGP.html>).

Les données relatives à la carte bancaire sont conservées par l’ADP jusqu’au paiement complet de l’utilisateur. Les données relatives au RIB de l’utilisateur sont conservées jusqu’à la date du dernier prélèvement de l’utilisateur.

Dans le cadre des activités paroissiales et diocésaines organisées par l’ADP, notamment l’inscription au catéchisme des enfants, les pèlerinages, les projets pastoraux ou de solidarité (formulaire d’inscription, données personnelles liées à la participation, envoi d’informations sur l’événement / activité) : les données personnelles de l’utilisateur sont conservées durant le temps que l’utilisateur est en contact régulier avec l’ADP et dans tous les cas trois ans au maximum après le dernier contact avec l’utilisateur.

Les données personnelles spécifiques au dossier préparatoire pour un sacrement (notamment demande de baptême et demande d’inscription au catéchuménat et à l’appel décisif) sont supprimées un an après la célébration du sacrement.

Les éléments des registres paroissiaux sont conservés cent ans aux archives de catholicité et en paroisse.

L’ADP peut conserver certaines données personnelles des utilisateurs pour remplir ses obligations légales ou réglementaires et/ou à des fins statistiques ou historiques. L’ADP conservera ces données personnelles pour une durée n’excédant pas les délais de prescription applicables.

A l’issue des durées mentionnées plus haut, l’ADP procédera à la suppression ou à l’archivage sous forme anonymisée des données personnelles des utilisateurs.

## 9 – Cookies

### 9.1 – Qu’est-ce qu’un cookie ?

Un cookie est un fichier contenant diverses informations qu’un site Internet peut transférer vers le navigateur de l’utilisateur et qui sont ensuite stockés sur son terminal. Un fichier cookie permet à son émetteur d’identifier le terminal dans lequel il est enregistré, pendant la durée de validité ou d’enregistrement dudit cookie. Ses finalités peuvent être nombreuses. Par exemple, le dépôt de cookies peut permettre de se souvenir de qui est l’utilisateur, de par les informations précédemment déposées sur le terminal ; il peut aussi reconnaitre lorsque l’utilisateur est connecté et lui proposer du contenu personnalisé ; il peut également permettre d’améliorer l’expérience de l’utilisateur sur Internet, grâce notamment à l’enregistrement de ses préférences qui permettent ensuite de lui proposer des contenus plus pertinents et plus conformes à ses habitudes ou ses besoins.

Les cookies ne compromettent pas la sécurité de la Plateforme.

Certains cookies peuvent collecter des données à caractère personnel, y compris des informations que l’utilisateur divulgue (ex : son nom d’utilisateur) ou lorsque ces cookies tracent sa navigation afin de lui proposer des contenus publicitaires pertinents.

### 9.2 – Les cookies utilisés sur notre Plateforme

### Divers types de cookies peuvent être installés sur le terminal de l’utilisateur selon les finalités poursuivies et pendant la durée de validité du cookie concerné. Mais seuls les cookies strictement nécessaires (c’est-à-dire les cookies techniques ou de session) sont utilisés sur notre Plateforme.

Ces cookies sont nécessaires pour le fonctionnement de la Plateforme et ne peuvent pas être désactivées dans les systèmes où ils sont installés. Ils ne sont généralement déposés que suite à une action spécifique effectuée sur la Plateforme et liée à une demande comme la gestion de ses préférences de confidentialité, la connexion à la Plateforme, le remplissage de formulaires et pour mesurer le trafic. L’utilisateur peut configurer son navigateur pour bloquer ces cookies, mais certaines parties de la Plateforme ne pourront plus fonctionner par la suite.

### 9.3 – Les cookies implantés sur la Plateforme par des tiers

La plateforme utilise « Google Maps » de Google Inc. dans le formulaire d’inscription en ligne au catéchisme comme une aide à la saisie de l’adresse postale.

Chaque fois que l’utilisateur accède à Google Maps, un cookie est placé par Google pour traiter les préférences et les données des utilisateurs. Ce cookie n’est en général pas supprimé en fermant le navigateur, mais il cesse d’être actif après un certain temps, à moins que l’utilisateur ne le supprime manuellement.

L’ADP invite l’utilisateur à consulter la politique de confidentialité de Google pour notamment comprendre quelles données sont collectées, pourquoi elles le sont et comment il peut mettre à jour, gérer, exporter et supprimer ses données.

##### Liste des cookies de la plateforme <https://gaspard.diocese-paris.net>



Liste des cookies de la plateforme <https://inscriptionevenement.dioceseparis.fr>
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### 9.4 Le paramétrage du navigateur Internet de l’utilisateur

La plupart des navigateurs Internet sont configurés par défaut, de façon à ce que le dépôt de cookies soit autorisé. Le navigateur de l’utilisateur lui offre l’opportunité de modifier ces paramètres standards de manière à ce que l’ensemble des cookies soit rejeté systématiquement ou bien à ce qu’une partie seulement des cookies soit acceptée ou refusée en fonction des déposants.

L’ADP attire l’attention des utilisateurs sur le fait que le refus du dépôt de cookies sur leur terminal est susceptible d’altérer leur expérience ainsi que l’accès à certains services ou fonctionnalités de la Plateforme.

Le navigateur de l’utilisateur lui permet également de supprimer les cookies existants sur son terminal ou encore de lui signaler le dépôt de nouveaux cookies sur son terminal.

Le cas échéant, l’ADP décline toute responsabilité concernant les conséquences liées à la dégradation des conditions de navigation de l’utilisateur qui interviendraient en raison de leur choix de refuser, supprimer ou bloquer les cookies nécessaires au fonctionnement de la Plateforme.

Ces conséquences ne sauraient constituer un dommage pour lequel les utilisateurs pourraient prétendre à indemnité.

Chaque navigateur Internet propose ses propres paramètres de gestion des cookies.

Pour savoir de quelle manière modifier leurs préférences en matière de cookies, les utilisateurs trouveront ci-dessous les liens vers l’aide nécessaire pour accéder au menu de leur navigateur prévu à cet effet :

Google Chrome : <https://support.google.com/chrome/answer/95647?hl=fr>

Firefox : <https://support.mozilla.org/fr/kb/activer-desactiver-cookies>

Microsoft Edge: <https://support.microsoft.com/fr-fr/help/17442/windows-internet-explorer-delete-manage-cookies#ie=ie-11>

Opera : <http://help.opera.com/Windows/10.20/fr/cookies.html>

Safari : https://support.apple.com/fr-fr/guide/deployment/depf7d5714d4/web

Pour de plus amples informations concernant les outils de maîtrise des cookies, les utilisateurs peuvent consulter le site internet de la CNIL : https://www.cnil.fr/fr/.

Pour toute interrogation ou demande complémentaire d’informations relative au dépôt de cookies sur la Plateforme, les utilisateurs sont priés de contacter le Délégué à la Protection des Données de l’ADP dont les coordonnées sont indiquées au point 12 de la Politique de Confidentialité.

## 10 – Droits des utilisateurs

Les utilisateurs disposent des droits énumérés ci-dessous concernant leurs données personnelles. Ils peuvent exercer ces droits en écrivant au Délégué à la Protection des Données de l’ADP aux coordonnées mentionnées au point 12 de la Politique de Confidentialité. Les utilisateurs sont informés qui si l’ADP a un doute sur leur identité, l’ADP peut leur demander la production d’une copie d’un titre d’identité valide.

### 10.1 Droit d’accès à leurs données personnelles et droit de connaître l’origine de leurs données personnelles

Les utilisateurs peuvent demander l’accès à leurs données personnelles traitées par l’ADP.

Ils ont aussi le droit de connaître la source d’où proviennent leurs données personnelles.

### 10.2 Droit de rectification de leurs données personnelles

Les utilisateurs peuvent demander à l’ADP la rectification, la mise à jour de leurs données personnelles si elles sont inexactes, erronées, incomplètes ou obsolètes.

### 10.3 Droit d’émettre des directives anticipées sur le sort de leurs données personnelles

Les utilisateurs peuvent définir des directives générales et / ou particulières relatives au sort de leurs données personnelles après leur décès et désigner une personne chargée de l’exercice de leurs droits.

En l’absence de directives de la part de l’utilisateur, l’ADP fera droit, le cas échéant, aux demandes des héritiers de l’utilisateur, tel que prévu à l’article 85-II de la Loi Informatique et Libertés.

### 10.4 Droit d’opposition au traitement de leurs données personnelles

L’exercice de ce droit n’est possible pour l’utilisateur que dans l’une des deux situations suivantes :

* Lorsque l’utilisateur se fonde sur des « raisons tenant à sa situation particulière » pour s’opposer au traitement de ses données personnelles par l’ADP ; ou
* Lorsque l’utilisateur s’oppose à ce que ses données personnelles soient utilisées à des fins de prospection commerciale par l’ADP. Dans ce cas, il peut s’opposer au traitement de ses données personnelles sans motif.

### 10.5 Droit de suppression de leurs données personnelles

Les utilisateurs peuvent demander la suppression de leurs données personnelles à l’ADP.

### 10.6 Droit à la limitation du traitement de leurs données personnelles

L’utilisateur peut demander à l’ADP la limitation du traitement de ses données personnelles si l’une des conditions suivantes s’applique :

* L’utilisateur estime que ces données sont inexactes et a exercé son droit à la rectification de ses données personnelles ; ou
* L’utilisateur a exercé son droit d’opposition au traitement de ses données personnelles.

### 10.7 Droit à la portabilité de leurs données personnelles

L’utilisateur peut demander à l’ADP de lui communiquer ses données personnelles dans un format communément utilisé, structuré et lisible par une machine, ou demander leur transfert directement à un autre responsable de traitement à condition que : le traitement soit fondé sur le consentement de l’utilisateur ou soit nécessaire à l’exécution d’un contrat que l’utilisateur a conclu avec l’ADP et que les données soient traitées de manière automatisée (les fichiers papiers ne sont pas concernés).

### 10.8 Droit à l’intervention humaine

L’utilisateur a le droit de ne pas faire l’objet d’une décision résultant d’un traitement entièrement automatisé de ses données personnelles, notamment basé sur du profilage, qui a un effet juridique ou qui l’affecte sensiblement, sauf si :

* Il a donné son consentement valide à la décision automatisée ;
* La décision est nécessaire à l’exécution d’un contrat que l’utilisateur a conclu avec l’ADP ;
* La décision automatisée est autorisée par des dispositions légales spécifiques auxquelles l’ADP est soumise.

### 10.9 Droit d’introduire une plainte auprès de la CNIL

Si l’utilisateur a une ou plusieurs réclamations relative(s) au traitement de ses données personnelles par l’ADP ou s’il considère que l’ADP ne répond à ses obligations en matière de protection des données personnelles ; l’utilisateur peut, après avoir contacté le Délégué à la Protection des Données de l’ADP (dont les coordonnées sont précisées ci-dessous), introduire une plainte auprès de la CNIL, au moyen de ce lien : https://www.cnil.fr/fr/plaintes, ou par courrier postal à l’adresse suivante : Commission Nationale de l’Informatique et des Libertés - 3 Place de Fontenoy - 75007 - Paris.

## 11 – Quelles sont les obligations du Diocèse de Paris en cas de violation des données ?

En cas de violation de données à caractère personnel, le Diocèse de Paris s’engage à le notifier à la CNIL dans les conditions prescrites par le RGPD.

Si ladite violation fait peser un risque élevé pour les données à caractère personnel de l’utilisateur, et que celles-ci n’ont pas été protégées, le Diocèse de Paris :

* en avisera l’utilisateur dans les conditions prescrites par le RGPD ;
* lui communiquera les informations et recommandations nécessaires pour en éviter ou limiter l’impact sur ses données à caractère personnel.

## 12 – Comment contacter le Diocèse de Paris pour toute question concernant la protection des données à caractère personnel ?

L’ADP a désigné un Délégué à la Protection des Données qui peut être contacté par mail : dpo@diocese-paris.net ou par courrier postal à l’adresse suivante : Association diocésaine de Paris - Délégué à la Protection des Données - 10 rue du Cloître Notre-Dame - 75004 – Paris

## 13 – Convention de preuve

De convention expresse, les informations et données issues du système d’information du Diocèse de Paris, des Paroisses qui le composent ou de leurs sous-traitants constituent des écrits au sens de l’article 1366 du Code civil français, le lien entre ces données et la partie à laquelle elles se rattachent étant présumé jusqu’à preuve contraire.

Elles font donc preuve entre les parties et leur sont opposables de la même manière, dans les mêmes conditions et avec la même force probante que tout document qui aurait été écrit et signé sur support papier par les parties.

Il en est ainsi, notamment, des données et des messages que les parties s’échangent à travers leurs adresses électroniques ou la Plateforme, comme des login et mot de passe que l’utilisateur renseigne pour accéder à la Plateforme.

## 14 – Modification de la politique de Confidentialité

L’ADP peut modifier la présente Politique de Confidentialité et conseille donc aux utilisateurs de consulter assez régulièrement cette page de la Plateforme. En cas de modification majeure, l’ADP en informera les utilisateurs.
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